
BEWARE! 
NOT ALL BODY CAMERAS 

ARE THE SAME 

Since 1979, Kirmuss & Associates/Infinity Advanced Technologies has been introducing to the surveillance marketplace 

innovative, affordable, technologically advanced video solutions providing a return on investment to users worldwide. In  

1991, the Principal of K&A introduced the first mobile and portable video recorder while at a Company called TVX, Inc. of 

Broomfield, Co., now part of GE. Since that time K&A has created world-class digital solutions for other CCTV OEM’s 

worldwide and has been part of several standards committees including those on digital recording and digital evidence.  

K&A understands what is needed. The latest product innovation, the REDHAWK VDO Body Camera provides Agencies 

worldwide  with an affordable, secure, advanced video/audio/forensic evidentiary management system with Kelly Re-

search Corporation’s iPro system. Affordable, and end to end solution from one supplier. 

HOW DOES YOUR  

BODY CAMERA COMPARE? 

Expected Minimum Hardware Expectations 

Entirely self contained, no external batteries, cameras, cables to get tangled in. 

Invisible to the Eye, 

6-Element Infrared Illuminator: 

Allows for recording even in total  darkness 

Wide-angle lens with built-in IR cut Mechanical 

filter: Allows for recording in low light situations, com-

plementing the built-in infrared illuminator 

 Built-in LED Flashlight 

User Accessible Battery Compartment 

No need to remove the Body Camera from active 

service. Simply exchange the exhausted battery 

with a replenished one. (sealed Body Camera 

unit also available). 

Records for 9-10 hours on one charge, no need 

for external battery on service holster. 

Reduce your cost of ownership: recorders may 

be shared at shift changes: do not see need to 

take a recorder out of service as with other mod-

els and put on charge and out of service a re-

corder for 4-6 hours, simply change out a battery. 

Use as a Speaker Microphone Accessory: 

Connects to any two way portable radio using an 

Optional cable accessory. May also draw power 

off the two ïway radio if radio is capable of this 

function. 

Built-in LCD 

Waterproof 14 pin connector Used for: 

Power/USB, in-car docking station used 

with dashboard/single dock mount, with firmware 

 upgrade /access and  connection to two way 

radios and may be used as a speaker microphone 

Multi-position belt/lapel clip 

Built-in GPS Option         

No external modules on service 

belt, loose cables to get tangled 

in,  or external antennas 

OTHER: Compact, lightweight! No wires to get 

tangled up in. USB port output. Available model 4G. 

All models feature  secure inaccessible internal memory, 

Single Body Camera       

Station Dock 

For in-car dash mount applica-

tion using the Body Camera as a 

Police In-Car Recorder or as an 

Internal Battery Charging                         

Station. 
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In 2006, K&A pioneered portable digital video recording and was the first to use solid state memory in both personal and 

mobile digital recording devices. REDHAWK VDO recorders use on-board secured memory. Most agencies after collecting 

data may use tedious  time consuming “home made’ data collection devices.  K&A provides a one stop shop procurement 

from a single hardware and software source with end to end authentication and compatibility. Some Body Cameras allow 

the Officer to interface to the recorder “in-car” using an MDT and redacting data before authentication thus defeating the 

purpose of a secure recorder and  recordings.  REDHAWK VDO may record 16 hours on its internal memory before need-

ing to upload its data. A removable rechargeable battery allows use in the field for more than 10 hours. K&A’s iPro “Data 

Collector” allows for easy and automatic upload by way of  one or multiple 12 camera table top and 20 camera self stand-

ing severs as well as single docks. When connected to the data collector, the data is verified, uploaded, indexed, and 

hashed and purged from the recorder without any human intervention or special skillsets using  a DOJ compliant software 

package. Storage options include affordable mirrored hard drive, cloud with long term archival on affordable DVD. 

  HOW DOES YOUR BODY CAMERA 

  DATA MANAGEMENT SYSTEM COMPARE ? 

Typical system configurationðeasy to useðeasy to manage 

é..itôs as easy as 1-2-3!   No special workstation hardware required.  DOJ recognized authentication. 

Step 1:  Data Collection using Body Worn 

Cameras: (Audio/Video/Still Images) with/

without GPS: On person, mounted in car,etc. 

Step 2 Data Storage / Acquisition At a Precinct or Substation level:  With one or more networked Table Top 

or Free Standing ñData Kollectorsò  and upon connection to a Body Worn Camera, the system automatically con-

nects to the recorder uploading captured data to a localized, secure server station. These stations may purge, 

copy or automatically manage the data within the recorder as well as charge batteries if so desired. 

Body Camera units are  then returned to the field. Exhausted batteries may be exchanged with re-

charged ones saving time and the need for additional recorders for every shift or Officer as remova-

ble batteries are used. A built-in Touch Screen Workstation allows for Status review as well as with 

Password Access,  playback the collected data. 

Step 3   Closing the Process: Using iPro DATA  MANAGEMENT/STORAGE                    

Data uploaded from the recorders by the Data Kollectors may reviewed, categorized, then be ac-

cessed via an external data ñhashò encryption system which then secures the collected the data 

from the Acquisition Stations on its own storage  server and then manages data sent over to Local 

or Cloud storage.   

Using either the Agencyôs own internal network or external network workstations then allows in 

house, external authorized personnel , etc. to interface with collected data.  Users may redact, 

share, duplicate, view, annotate and  otherwise handle the data collected as needed interfacing 

with other forensic data collected from other systems and devices with complete audit trail.  
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How is captured data  

handled? 

A review on the process and technology 


